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GLOBAL HEALTH SECURITY IN THE AGE OF TRANSNATIONAL
MALICIOUS CYBER OPERATIONS: A TAXONOMIC ANALYSIS
OF NON-STATE AND STATE-BACKED CYBER THREATS

The paper emphasises the critical nature of the cybersecurity
threats to the global healthcare sector. The examination of quantita-
tive and qualitative research results from official reports, bulletins,
and journals is combined in the study to demonstrate the scope and
impact of non-state and state-backed malicious cyber operations
directed at healthcare systems. In today’s digital age, cyber oper-
ations against the healthcare sector are increasing in rate and be-
coming more sophisticated. Therefore, the paper is relevant. The
paper’s subject is analysing the nature, scope, and consequences of

W malicious cyber activity; it examines how it can impact healthcare

\i\‘ % m\ systems, patient privacy, and public health. By analysing recent in-

\ x\\\ \ \j; cidents, conducting a taxonomic analysis, and proposing some gen-

\ g;‘\\\\\\\\\ \\‘lﬁ eral strategies to enhance healthcare protection in the face of cy-

bersecurity threats, the paper sheds light on the critically important

issue of cybersecurity threats in the healthcare sector, which is the

purpose of the paper. The study’s novelty is that this paper offers a

taxonomic analysis of cybersecurity threats that provides a struc-

tured framework to understand the threats and propose some gen-

eral suggestions to enhance the protection of the global healthcare

; ers sector.

?ﬁiﬁ;ffj‘;ﬁfzﬁgﬁl@ Brief conclusions: 1) State-backed malicious cyber operations

e-mail: 2h._temirbekov@kazguuk,  C€an significantly compromise the quality of healthcare and patient

- safety; 2) Decision-making centers in the healthcare sector are rec-

ommended to pay attention to the need to modernize cybersecurity

policies since, as studies show, more and more healthcare organisations are becoming victims of
transnational malicious cyber operations.
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Introduction
In the healthcare sector, which has become one of the prime targets for non-state and state-
backed cyber operations, the evolving landscape of cybersecurity threats presents unprecedented
challenges. This article aims to introduce the critical issue of malicious cyber activities directed
at healthcare organisations and discuss the nature, scope, and impact of these threats. The article
examines the general consequences of such attacks on the integrity of healthcare systems, patient
privacy, and public health. An analysis of some recent incidents and their impact on healthcare
infrastructures sheds light on the urgent need for robust cybersecurity measures to protect health-

care infrastructures against sophisticated cyber threats.
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Basic Provisions
Materials and Methods

This study adopts a mixed-methods approach to examine the scope and impact of non-state
and state-backed malicious cyber operations on global healthcare systems. It examines the results
of quantitative and qualitative data analyses and case studies. Part of studying the results of ex-
isting quantitative analyses is assessing the frequency, nature, and outcomes of cyber operations
targeting healthcare organisations worldwide. Qualitative data is collected from official reports
and journals and, inter alia, was used to assess the threat of malicious cyber operations against
the healthcare sector.

Results

1. Malicious cyber operations and their impact on healthcare: some flagrant cases

As former FBI Director Robert Mueller has noted, ‘there are only two types of companies:
those that have been hacked and those that will be’ [30]. Over the past decade, cybersecurity
attacks have steadily increased in the healthcare sector [10, p. 17]. In 2016, Hollywood Pres-
byterian Medical Centre suffered a ransomware attack that impaired access to medical records
and equipment for ten days until the hospital paid the ransom (approximately $17,000) [51]. A
website selling personal information about children vaccinated in China’s hospitals was revealed
in the same year — unauthorised access and malicious insiders working with cyber attackers led
to the acquisition of this data, including home address and parent contact information [13]. Fur-
thermore, it was reported in 2018 that Singapore’s Prime Minister’s medical information and that
of 1.5 million other patients had been stolen [47, p. 2]. A phishing attack was detected on March
20th, 2020, targeting the World Health Organization (WHO) — a malicious website was launched
to copy WHO’s internal email system to steal passwords [37].

One group of writers correctly argues that among the most dangerous types of cyberattacks
are those perpetrated by state actors across national boundaries [47, p. 3]. The advantages of terri-
torial sovereignty (monopoly for jurisdiction, for example) and considerable financial and human
potential make states dangerous actors in global cyberspace. Combining a sense of impunity and
great power may lead to sad consequences. Indeed, state organs or state-backed hacker groups are
responsible for the most devastating transnational malicious cyber operations in the last ten years.

Below the key aspects of a state-backed transnational malicious cyber operation carried out
on Anthem Corporation in 2015 will be described. Also, it will briefly discuss two state-backed
malicious cyber operations from 2017 that, inter alia, hit the healthcare sector in the territory of
the UK and Ukraine—WannaCry and NotPetya, respectively.

kokok

Anthem, one of the largest health insurance providers in the United States (US), announced
an important data breach in February 2015 [1]. In a statement released by Anthem, the company
said the breach was caused by a ‘very sophisticated external hacking attack’ [50, p. 1]. Notwith-
standing that Anthem Inc. ‘demonstrated sound cybersecurity policies and procedures that limit-
ed the impact of the breach’[15, p. 81], a report on Anthem’s website indicated that the company
discovered that large amounts of consumer information were being accessed by unauthorised
parties, including names of members, member health identification numbers, date of birth, social
security numbers, addresses, telephone numbers, email addresses, employee information and in-
come information [7].

According to prosecutors, the hackers breached Anthem’s computer network without au-
thorisation by using spear phishing attacks to gain access to the network. They used sophisticat-
ed techniques to penetrate the company’s computer network without its permission [27]. Even
though the hackers ‘patiently waited months’ to steal the data, they were still successful [27]. It
appears that the Anthem cyberattack was executed by or through the Chinese government, which
would make it an appropriate candidate to be classified as a ‘nation-state’ attack [49].
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In May 2017 various companies, including FedEx, Renault, Telefonica and Deutsche Bahn,
were affected by the WannaCry ransomware. However, England’s National Health Service (NHS)
was the hardest hit [39]. The malware encrypted all computer data, locked the operating system,
and demanded a ransom in Bitcoin [52]. Despite NHS ‘was not the specific target’ of the malware
[21], as a result of the WannaCry attack, there was a postponement of many surgical procedures;
an estimated 20,000 appointments were cancelled; it affected the activity of GP surgeries, dental
practices, and pharmacies; some patients were unable to be treated by five emergency depart-
ments, and they were diverted to other facilities; the incident affected 80 out of 236 NHS trusts
and 603 NHS organisations [26]. The United Kingdom’s National Cyber Security Centre (NCSC)
speculated that the operation was launched by the hacker group ‘Lazarus’, which is believed to be
affiliated with the North Korean government [31].

According to the findings of a group of researchers, all NHS trusts’ activity went down over
the WannaCry week for all functionality. Infected trusts experienced 50% more daily cancel-
lations than unaffected trusts after the beginning of the attack. During WannaCry attack week,
Accident and Emergency Department attendance dropped by 6% daily. The lesser activity at the
affected trusts was worth £5.9 million economically that week. Despite all this, the authors cannot
determine the true impact of the attack on complications, care procedures, or patient outcomes. At
the same time, no trust significantly differed in the death rate from the baseline week. Also, ac-
cording to the authors, finding the ‘kill switch’ on the same day as the attack reduced WannaCry’s
potential effect on health services [17].

In June 2017 in Ukraine, the NotPetya attack hit at least four hospitals and two airports in
Kyiv, six power companies, more than 22 Ukrainian banks, ATMs and card payment systems
in retailers and transport, practically every Ukrainian governmental agency, National Bank of
Ukraine, Chernobyl Nuclear Power Plant’s monitoring system, and at least 300 companies. One
senior Ukrainian government official estimated that 10 per cent of all computers in the country
were wiped out [19].

The president of the Boris Clinic group of Kyiv hospitals, Mikhail Radutskiy, recalled that, in
addition to cancelling all upcoming appointments, the GPS used to locate ambulances at the hos-
pitals had failed as a result of the NotPetya attack. Although IT administrators are able to retrieve
a copy of all their systems from three days earlier, all tests performed since then, such as blood
tests, MRIs, and CAT scans, would have to be repeated [18].

The consequences of the NotPetya attack were global. As the US State Department stated, Not-
Petya damaged the computers of hospitals and other medical facilities in the Heritage Valley Health
System in western Pennsylvania, a large U.S. pharmaceutical manufacturer, and other US private
sector entities [46]. In total, the NotPetya attack caused worldwide damage for 10 billion US dollars
[48]. However, there is no information about physical harm or injury to individuals [38].

It is believed that the Russian government was behind the NotPetya cyber operation. For
instance, the NotPetya attack against Ukraine has been reported by the Ukrainian government to
have been carried out by Russian security services in an attempt to destroy important data [45]. It
has been reported that the Russian military carried out the NotPetya attack ‘almost certainly’ [36].
A reward of up to $10 million has been offered by the US in exchange for information concerning
six people described as Russian military intelligence officers who had allegedly carried out the
NotPetya attack [35].

2. An understanding of healthcare cyber security risks

Overview

The abovementioned examples are only a small part of malicious cyber operations against
healthcare organisations. By way of illustration, of the 4026 Patient Health Information breaches
that affected 303,284,800 people in the United States from January 1, 2011, to December 31, 2021
— 43% were prlrnarlly hacking/IT related [44, p. 180]. During the year 2021 there were 5,212
confirmed data breaches due to malicious cyber operations worldwide, of which 571 were in the
healthcare sector [11]. At the same time, 75% of all data breaches in Europe are unreported [8].
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Cashwell observes that there are two types of vulnerable objects in the healthcare sector: (i)
computer networks and electronic equipment; (ii) infrastructure essential to anticipating, prepar-
ing for, responding to, and minimising public health emergencies (power grid or telecommunica-
tion infrastructure, for example) [9, p. 29].

Harkins and Freed’s work shows that personal health information is an ideal target for ransom
demands due to its fluid nature. They also argue that healthcare organisations are ill-prepared to
counter cyber-attacks, which makes them attractive targets [20].

Thus, there are two reasons why the healthcare sector may be attractive to cyber adversaries. It
is arich source of valuable data and a soft target that makes it a tempting target for cyberattacks [24].

Valuable data includes clinical personal health information, personally identifiable informa-
tion, and research intellectual property. For example, a credit card number or social security
number can be sold for between $1 and $15 on the dark web, whereas personal medical informa-
tion can be sold for as much as $60 [28]. The reason for such a high price for personal medical
information may be that it cannot be reset, and one’s records may contain enough information to
open a bank account, obtain a loan, or get a passport [24].

The healthcare sector may be a soft target because of cybersecurity weaknesses (it was ex-
plored, for example, in the works of Mattei [25], Mrcela and Vuletic [29], Thamer and Alubady
[43]), including the particularities of data usage by personnel. For instance, openness and sharing
of healthcare information are essential [4, p. 3]. This is why the health information systems in
almost every department in a hospital store personally identifiable information and protected
health information. Electronic health records, e-prescribing software, remote patient monitoring,
dietitian information systems, and laboratory information systems are used by all healthcare pro-
viders (including physicians, physician assistants, nurses, pharmacists, and physical therapists)
[3, p. 2]. As a result, the wide access to healthcare information increases the risk of violation of
its integrity or confidentiality.

Cyber threats to the healthcare sector

The relevant literature analysis indicates that malicious cyber operations against the health-
care sector may be classified based on their form, aims, location of the breached information,
types of cyber adversaries, and motivations.

The authors of examined papers [4, 32, 22, 5, 47] generally distinguish seven forms of mali-
cious cyber operations against the healthcare sector:

- Malware or malicious software. Several types of malicious software are designed to
cause harm to a computer system or compromise it without the user’s consent. Malware is spread
physically by using an external drive or online by using emails posing as ‘phishing’ attacks.
These programs perform several functions, such as altering, damaging, spying, or deleting user
information. Some common malware is known as worms, bots, viruses, trojans, spyware, adware,
backdoors, ransomware, and rootkits. Among the mentioned malware a ransomware attack is
probably the most popular form among cyber adversaries. A ransomware malicious program pre-
vents users from using their operational systems until they pay a fee to the attacker [16]. Cyber
adversaries use ransomware to encrypt vital data in order to prevent an organisation from access-
ing that data. Access is granted (not in all cases) only after the attackers receive payment for the
ransom.

- Denial-of-Service (Dos) or Distributed-Denial-of-Service (DDoS) attack. The attack oc-
curs when a cyber adversary actor floods a network with traffic to the point that the network can-
not react and is, therefore, unable to be accessed. Medical teams are often unable to retrieve or
send patient data due to DoS events, which are usually intended to damage the hospital’s reputa-
tion or make the hospital’s services unavailable to patients. The most famous example of a DDoS
attack is the 2007 attack against the Estonian critical infrastructure, which resulted in almost total
unavailability of online public services.

- Man-in-the-middle. As a result of this attack, an unauthorised party can insert itself into
the middle of communication transmission by exploiting a vulnerability in the target party’s net-
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work connection. Information being exchanged can be intercepted, stolen, or altered by the at-
tacker before it reaches the receiving end of the communication.

- SQL attack. An attack consisting of a sequence of character inputs is designed to target
a particular vulnerability in a system, resulting in the destabilisation or inaccessibility of system
functions and potentially the exposure of data. This form of attack is generally conducted on in-
ternet servers or database systems.

- Spoofing occurs when hackers manipulate a medical device to receive an external sig-
nal, enabling them to access or manipulate data, system settings, and other system components.
Sometimes, it is not difficult and requires no special equipment. However, it may be especially
dangerous for some types of devices on the Internet of Medical Things (pacemakers, for example).

- Drone-specific attack. At first, a drone flies over a healthcare facility. Then, as part of
drone attacks, users are generally required to disconnect from the network to perform re-authen-
tication. After that, the drone creates a new one, which appears to be a legitimate access point on
the healthcare organisation’s network. Deceived personnel of a healthcare organisation log into
it. The personnel provide their login information on an infected page before proceeding to the in-
ternal (as they think) of a healthcare organisation’s network. The hackers use this method to steal
the logins and passwords of the personnel from the internal network of a healthcare organisation.

- Web-based attacks. These attacks attract hackers because they exploit various systems,
provide malicious URLs and scripts, or even download malware content in order to exploit the
various systems. In addition to affecting accessibility, web-based attacks can compromise data
integrity and confidentiality. The most common Web-based attacks are form jacking, malicious
browser extensions, and malicious software downloads via online software.

The main aims of malicious cyber operations against the healthcare sector may be:

- Collection of information. Personally identifiable information (PII), protected health in-
formation (PHI), and results of clinical research may be attractive for hackers seeking financial
gain or motivated by political reasons;

- Attacks on databases. Managing information resources effectively and efficiently in a
digital society is an essential component of decision-making and scientific research in a digital
society. Medical databases contain information about electronic medical records, medical equip-
ment, websites, and other relevant information. An attack on a database in the medical area may
result in doctors being unable to retrieve patient information, which may delay treatment;

- Attacks on websites. The doctor can access patient information and provide prescriptions
through a website connected to the hospital database. The website may be compromised if ma-
licious attackers send incorrect information instead of accurate patient information. In another
case, the website may crash, resulting in a delay in treatment [34];

- Attacks on operation devices. By developing technology, patients’ treatment will inevi-
tably become more accurate, which means they depend more on medical equipment such as the
Internet of Medical Things (IoMT). This poses a threat to the patient’s safety, as the operating
devices may be vulnerable to attacks through the Internet. In some cases, such as those involving
pacemakers, it can be fatal if communication is disrupted [33].

The study by a collective of authors [44] has revealed that the breached information of the US
healthcare sector between January 1, 2001, to December 31, 2021, was located (from highest to
lowest per cent of breaches) on:

- network servers (26 per cent, affected 227,686,822 individuals)

- email (24 per cent, affected 30,071,008 persons)

- paper/film (17 per cent, affected 5,315,442 people)

- other (11 per cent, 15,758,977 affected)

- laptop (9 per cent, 5,662,706 affected)

- desktop computer (8 per cent, 11,529,003 affected)

- electronic medical records (6 per cent, 7,260,842 affected)

As for the types of cyber adversaries who may be interested in carrying out malicious cyber op-
erations against the healthcare sector, Bris and Asri [6], for example, divided them into five groups:
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- Individuals and small groups. Profit and notoriety are their primary motivations, so they
usually target targets based on opportunities and employ crude tactics;

- Political groups and paparazzi. Their motivations include hacktivism as well as political
and financial gain. They are typically interested in embarrassment, discredit, blackmail or the sale
of information about prominent citizens;

- Criminal organisations. In addition to financial gain, they are motivated by criminal ac-
tivities such as extortion, blackmail, and coercion. It is possible that they would seek to obtain
medical records about targeted individuals and threaten or harm them due to these activities.
Additionally, they may benefit from the exploitation of massive amounts of untargeted electronic
health records;

- Terrorists. Typically, their objective is to harm or threaten individuals. The motive behind
their activities is to inspire fear and cause harm;

- Nation-states are likely to present the greatest threat to health care. Indeed, enemy na-
tions may seek to harm or threaten individuals and obtain personal information, such as patient
electronic health records, to exploit massive groups of individuals.

As one can see from the abovementioned, there may be many reasons why individuals, groups
or states may decide to carry out malicious cyber operations against healthcare organisations or
affiliated entities.

Nevertheless, according to the Data Breach Investigations Report in 2021, most breaches
(approximately ninety per cent) were related to financial gain and in the second place (nearly
5 per cent) breaches that occurred due to political purposes [11]. According to Seebruck, cyber
adversaries motivated by ideology or profit are the ones who use highly sophisticated methods
[40, p. 39].

Thus, financial motivation is the main reason for most malicious cyber operations against
the healthcare sector. One group of writers argued that after examining 35 articles from mid-
2016-2021, they revealed that in 91% of data breaches that occurred in the healthcare sector,
cyber adversaries were motivated by money [47]. Another group of authors found that during the
COVID-19 outbreak, ‘cybercriminals are mercilessly increasingly utilising disruptive malware
against vital infrastructure and healthcare organisations because of the potential for financial
gain’ [2].

Aside from the financial benefits, healthcare organisations are increasingly targeted by for-
eign governments who undertake cyberattacks with nefarious political and disruptive goals. For
example, in a report issued by the World Anti-Doping Agency (WADA), Tsar Team (APT28), a
Russian cyber espionage group also known as Fancy Bear, has illegally accessed WADA’s An-
ti-Doping Administration and Management System database through an account created for the
Rio 2016 Games by the International Olympic Committee. It is believed that the group gained
access to athlete data — such as medical information provided by International Sports Federations
and National Anti-Doping Organizations related to the Rio Games; they then released a portion of
the data into the public domain, along with a threat to release additional information [42].

Discussion and Conclusion

Although none of the examined in Part 1 of the Results section malicious cyber operations led
to documented explicit injury or death, the negative consequences of such adverse cyber activity
may be serious, even causing the death of a patient. For example, Corman has drawn attention
to the fact that an ambulance traffic delay of fewer than five minutes led to four per cent more
hospital deaths over the following thirty days [18, p. 214]. Furthermore, there is a lot of informa-
tion in an individual’s medical file, including blood type, past surgeries and diagnoses, as well as
other medical information, since these records contain personal information such as names, dates
of birth, insurance and health provider information, along with health and genetic information,
restoring privacy or reversing psychological harm when private data is compromised cannot be
achieved [3, p. 1].
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Furthermore, patients can suffer permanent or temporary injuries not only as a result of direct
consequences, such as failing to perform appropriate medical acts or turning off critical medical
devices but their health can also be adversely affected by indirect actions aimed at disrupting
medical care. For example, it is extremely likely that any alteration of a patient’s health records,
the compromise of medicine inventory systems, or the interruption of power supply in an oper-
ating room will dramatically impact a patient’s health [6, p. 1]. Moreover, the link between ma-
licious cyber operations and disease morbidity and mortality rates among patients has also been
found in recent studies to be concerning [44, p. 3].

It should be noted that healthcare services can be categorised into two distinct categories:
critical services and administrative services. The medical devices and medicine delivery systems
are a part of the first ones, which ensure continuity of care. Due to the disruption of these services,
patients’ health may be adversely affected. The administrative services are responsible for ensur-
ing the smooth operation of the hospital. Among these services are the systems that handle work
orders, medicine inventory, prescriptions, bills, or appointments. However, the unavailability of
these systems is less of a concern if the downtime is brief. In addition, it is important to remember
that the reputation of the facility and the medical staff is also a non-negligible asset. Certainly,
patients have to feel comfortable placing their trust in the medical staff and feel safe knowing that
the facility is safe and reliable [6, p. 2].

As for the taxonomy of malicious cyber operations, a comprehensive literature review identifies
a diverse and sophisticated set of cyberattacks targeting the healthcare industry. Healthcare organ-
isations face various cybersecurity challenges because of the complexity of these threats. The gen-
eralised classification below provides a structured framework for understanding these challenges.

Forms of Malicious Cyber Operations. According to the literature review, cyber operations
involve a broad range of malware infections, including ransomware attacks and more nuanced
approaches like man-in-the-middle attacks and SQL injections. In 2017, when WannaCry ransom-
ware led to a significant disruption of NHS services in England, the sophistication of these attacks
highlighted how vulnerable healthcare systems are to cyber-attacks. Cybersecurity is becoming
more complex as new attack vectors emerge, including drone-specific attacks and web-based
threats. Comprehensive and dynamic defence strategies are required to counter these threats.

Aims of Malicious Cyber Operations. Despite the variety of forms cyberattacks take, their
primary objectives remain the same. PII and PHI thefts, as well as attacks on operational devices
that disrupt medical services, reveal that the motives behind these operations are a mixture of eco-
nomic and political. Taking advantage of vulnerabilities in the IoMT raises significant concerns
about potential catastrophic outcomes due to the intersection of technology and patient safety.

Locations of Breached Information. According to an analysis of data breaches reported by
healthcare organisations in the U.S. from 2001 to 2021, the most vulnerable systems were net-
work servers and email systems. This trend underscores the importance of implementing cyber-
security measures in healthcare as it undergoes digital transformation.

Types of Cyber Adversaries. The healthcare sector faces a wide spectrum of cyber threats,
including individuals and small groups, political groups, criminal organisations, terrorist groups,
and nation-states. It is important to differentiate between these types of threats so that nuanced
and targeted countermeasures can be implemented in response to the unique threats posed by each
type of opponent.

Motivations of Cyber Adversaries. Most data breaches committed against the healthcare sec-
tor are driven by monetary incentives, with financial gain as the principal motivation. In addition
to these financial incentives, foreign governments are increasingly targeting the sector for politi-
cal and disruptive purposes, posing a dual threat to national security and the economy.

The categorisation of cyber threats offers a framework for comprehending cybersecurity is-
sues, stressing the need for strategies to combat various types of malicious cyber operations.
Collaboration is essential, necessitating efforts from countries, healthcare organisations, and cy-
bersecurity experts to exchange information and assets in order to enhance the global healthcare
sector’s ability to withstand cyber threats.
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In conclusion, it can be claimed that the investigation into cybersecurity threats posed by non-
state and state-backed actors to the global healthcare sector is critical and emphasises the impor-
tance of implementing thorough and coordinated measures to safeguard healthcare cyberspace.
Instances such as the Anthem data breach and WannaCry attack underscore the susceptibility of
healthcare information and the potential risks to patient well-being and public health. Protecting
health systems from malicious cyber activities should be one of the key public health priorities
that require proactive and collaborative approaches. By implementing cybersecurity measures
and fostering partnerships, the healthcare industry can strengthen its defences against evolving
cyber risks, ensuring continuous delivery of high-quality care and safeguarding public health on
a global scale. Therefore, it is crucial for decision-making centres to adopt a multifaceted strate-
gy that includes strengthened cybersecurity policies and protocols, as well as effective response
mechanisms.
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Magsut Narikbayev University (AcTtana k., Kazakcran Pecmyosnukacsi): TpaHCYJITTBIK 3U-
SIHABI KHOepomepanusjap adyipinaeri ;xahanapIk AeHcayabIK Kayinci3miri: MmemJjiekerTik
eMec sKdHe MeMJIeKeTTep JeMeylIijiiKk eTeTiH Kl/lﬁepl(ayil'lTep}IiH TAKCOHOMHSUIBIK TAJ1aybl.

Makanaza xahaHIBIK ACHCAYNbIK CaKray YIIH KH6epKay1n013;uK KaTepiepiHiH MaHbI3-
JbUIBIFbl KOPCETLIreH. 3epTTey JCHCAyIbIK CaKray JKYHeCiHe OarbITTalfaH MEMICKETTIK eMec
XKOHE MEMJICKETTEp JAEMEYIIUTK €TeTiH 3USHABI KuOeponepanusuiapablH ayKbIMbl MEH OCEpPiH
KOepCeTy YIIiH peCMHU ecenTep/IiH, OJUIeTEHbACPIH XKoHe KyPHAJIIAPIbIH CaH/BIK JKOHE cara-
JIBIK TaJiaybIH OipikTipesi. Byrinri indpiisik 3amMaHia ICHCAYIIBIK CaKTay cajachiHa Kapehl Knoe-
pomnepanusUIapAbIH CaHBI OCIIL, OJIAPIBIH XKY3€re aChIPBITY XKOJIAAPbIHBIH KYPACIICHY1 MaKajlaHbl
©3CKTI eTe/li. MaKaJlaHbIH TI9HI — 3USHIbI Kn6ep OPEKETTIH CHIATbIH, KOJIEMIH JKOHE CallapbiH
Tajijay apKbUIbl OHBIH JICHCAYIIBIK CaKTay KylienepiHe, MAalMEHTTeP/IH JKeKe JepeKTepiepine
JKOHE KOFaM/IbIK ACHCAYIIbIKKA KaJlall dcep €Tyl MYMKIH eKeHAIrH KapacTbipy. COHFbI OKuFajiap-
IIbI 3epJIeliey, TAKCOHOMUSUTBIK Talay >xcypr13y YKoHe KHOepKayilci3Iik KaTepiepi karJaibiaaa
JIEHCAYNBIK CaKTayIbl KOPFayIbl KYMEHTYIiH Keii0ip jKalmbl cTpaTerusiapblH YChIHA OTHIPHIT,
MaKaJIaHbIH MaKCaThl — ACHCAY/IBIK CAKTay CEKTOPBIHIAFbI KuOepKayirnci3aik KarepiiepiHiH MaHbI-
31 MOCENIECIHE XKAPBIK TYCIPY. 3ePTTeYAIH KaHAJIBIFbI — MaKajlaja ACHCAY/IbIK CaKTay CallachblHa
KaTICTBl KHOCPKAYIICI3AIK KAaTepIepIHiH TaKCOHOMHSUIBIK Tajl/1aybl YCBIHBUIBIIL, COJI Kayinrepi
TYCIHY YLUiH KYPBUIBIMIBIK HETi3 KaJIbIITACTBIPUIA/IBI, COHAN-aK skahaH/IbIK JeHCayIIbIK CaKTa-
YABIH KHOCPKAyIICI3IIriH HBIFANTy OOMbIHIIA KSHOIP JKAIIIIbI YCBIHBICTAP d3ipIICHEAL.

Koickawa xopvimeinosinap: 1) Memnekertep AeMEyIITIK eTeTiH 3USHAB KnOepomneparus-
nap IEHCAyIbIK CaKTay camnachl MCH MAlMEeHTTePAIH KayilCI3AiriHe aTapibIKTail Karep TyFbI-
3ybl MYMKIH; 2) JleHCayJIbIK CaKray CajaChIHIAFbI LICIIIM KalObliaay OpTajIbIKTaphIHa KnoOepKa-
YINCI3/MiK CasCaThlH XAHFBIPTY KKETTUIITIHE Ha3ap aylaapy YCHIHBUIAIbI, OUTKEHI 3epTTeyiep
KOPCETKEHJIeH, TPAHCYJITTBIK 3USHIBI KHOepoIiepanusiapAblH KypOaHblHa aifHANIAThIH JIEHCaY-
JIBIK CaKTay YHBIMAAPBIHBIH CaHbl KYHHEH-KYHTE OCiIl Oapaibl.

Tyuin co30ep: 3uandvl Kubeponepayusiap, OepeKkmepoiy KYnusiiblivlabl, OeHCAVIbIKKA
KYKbIK, Hcahanovlk 0eHcayavblk cakmay, OeHCayavlk cakmay, Kubepuabyoliea me3imoinix, oenca-
VIBIK CAKMAY UHPPAKYPOLIbIMbL, KUDEPKAYINCI30iK, Kubepkayinmepoiy makcoOHOMUSCDL

/K.P. TemupOexoB, PhD in Jurisprudence, LLM in International Law, Teaching
Professor Maqsut Narikbayev University (r. Acrana, Pecnybinka Kazaxcran): Inodanbnas
0e30I1aCHOCTD 3IPABOOXPAHEHHS B 3MOXY TPAHCHALMOHAJIBHBIX BPEIOHOCHBIX KHOepone-
pauuii: TAKCOHOMUYECKHUI aHAIN3 HErocylapCTBEeHHBIX M NMOIAePKUBAeMbIX rocyiapcTBa-
MM KHOepyrpos.

B crarbe moguepkuBaeTcs ONacHOCTh KUOEpYTpo3 AJIsl TIT00aIBHOTO 37jpaBOOXpaHeHus. B nc-
CJIEIOBaHUHU O0BEIMHEHO N3YyUCHNE KOJIMUECTBEHHBIX M KaU€CTBEHHBIX PE3yNIbTaTOB UCCIIe0Ba-
HUH U3 0UIMATIBHBIX OTYETOB, OIOJUIETEHEH U KYypPHAJIOB, C LEJIbIO IPOAEMOHCTPUPOBATh Mac-
mTa0bl ¥ MOCJIEACTBUSI HETOCYIapPCTBEHHBIX U MOJAEPKUBAEMBIX TOCYAapCTBAMH BPEIOHOCHBIX
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KuOeponepanuii, HampaBIeHHBIX HA CHCTEMBI 3IpaBOOXpaHeHHs. B coBpeMeHHYIO0 mu(poByIO
3MOXY KHOEpOIepaiy MPOTHB CEKTOpa 3APaBOOXPAHEHHUS MPOUCXOIST BCE Yallle U CTAHOBSITCSA
Bce OoJsiee M3OLIPEHHBIMHM, [IOITOMY CTaThsl aKkTyasibHa. [IpenMer craTbu 3aKiO4aeTcs B TOM,
YTO aHAJIM3UPYS OPUPOLY, MACIITAObI U TOCIEACTBUS BPEAOHOCHON KHOEPAaKTUBHOCTH, B CTAaThe
paccMarpuBaeTcs, KaK Takas aKTHBHOCTh MOXKET MOBIUATH Ha KHOEPCHUCTEMBI 3[paBOOXpaHe-
HUS, KOHQUICHIIMAILHOCTD JTAHHBIX TAIIMEHTOB U OOIIECTBEHHOE 3/[paBOOXpaHCHHUE. AHAIHU3H-
pys HeJaBHUE MHIUACHTHI, TPOBOS TAKCOHOMUYECKHI aHAU3 U TIpe/iaras HeKOTOpble oomme
CTpaTeruu 1Mo YCHJICHHIO 3aIllMThl 3APaBOOXPAHEHUs Mepel JULOM Yyrpo3 KubepOe3onacHoCTH,
CTaThs IPOJIMBAET CBET HA KPUTHUECKHU BAXKHYIO IPoOIieMy yrpo3 KHOepOe30nacHOCTH B CEKTOPE
30paBOOXPAHEHHUS, YTO SABJISIETCS LeNbl0 cTaThi. HOBHM3HA MCCIeOBaHUS 3aKIIOYAETCSI B TOM,
YTO B CTaThe MpeAsiaraeTcs TaKCOHOMHUYECKHI aHaju3 yrpo3 Kubepbe3omacHOCTH i cepsl
3[paBOOXPaHEHNUsI, KOTOPBIH 00eCIeunBaeT CTPYKTYPHUPOBAHHYIO OCHOBY JJISl IOHUMAaHHS TaKUX
yIpo3, a Takke QOPMHUPYIOTCS HEKOTOpBIE OOIIME TPENIOKEHHS M0 YCHICHUIO KHOep3aIuThl
100aJIbHOTO CEKTOPA 31PaBOOXPAHEHHUS.

Kpamxue evisoouvi: 1) BpenoHocHble KuOeponepanuy, NOAAepKUBAEMble IOCYIapCTBAMU,
MOTYT OKa3bIBaTh CYIIECTBCHHOE HETATHBHOE BIMSHHE Ha KaueCTBO 3IPABOOXPAHEHUs U 0e30-
MacHOCTh ManueHToB; 2) LleHTpam npuHATHA perieHnii B cdepe 3ApaBOOXpaHEHUST PEKOMEH Y-
eTcs o0paTuTh BHUMaHUE Ha HEOOXOAMMOCTh MOJICPHU3AIMU MOJUTHKUA KHOepOe30macHOCTH,
MOCKOJIbKY, KaK MOKa3bIBAIOT MCCIIEOBaHMsA, BCe OOJIbIIEe OpraHU3aluil 31paBOOXpaHeHHS CTa-
HOBSATCS KEPTBAMHU TPAaHCHAIIMOHAJIBHBIX BPEAOHOCHBIX KHOeponepamui.

Karoueswie cao6a: epedoHocHbie Kubeponepayuu, KOHPGUOCHUUAAbHOCb OAHHBIX, NPA-
60 Ha 300p0Gbe, 2100aMbHOE 30PA8OOXPAHEHUE, 30PA800XPAHEHUE, YCMOUYUEOCMb K KU-
bepamakam, uH@dpacmpyKkmypa 30paso00xXpaHeHus, Kubepoe3onacHocms, MmaKkCOHOMUS KU-

bepyepo3
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B moHorpadumn paccmaTpuBaloTca pasnvyHble acnekTbl Gopmupo-
BaHUsA NPaBOBOW peasibHOCTU. CTaBATCA BOMPOChI O TOM, YTO MPeAcTaB-
NAT cobo GeHoMeHbl MpaBa, KakMmM 06pasomM OHWM BOCMPUHMMAKOTCSA
UENOBEKOM 1 MOXHO N 13bexaTb UX CybbekTMBU3aLmun. Yepes npusmy
06BEKTMBHOTO UAeann3ma NCCneayioTca HeKOTOpPble THOCEONOrnyecKue,
aKcuonormnyeckne n sTnyeckne npobnemol GyHaamMeHTaIbHON pUCNPY-
AeHumn. Ocoboe BHUMaHVE yaensaeTca KoHuenuuam MnatoHa o6 ontu-
MaJIbHOM YCTPOWCTBE MOJSIMTMKO-NPABOBbLIX NHCTUTYTOB B CBETE COBPE-
MEHHbIX Hay4HbIX NMoaxoAoB. MocTynMpyeTca BO3MOXXHOCTb NIOFMYECKON CYNepBEeHTHOCTM MPaBOBbIX
(beHOMeHOB Ha nfeanbHbIX KaTeEropuax, 060CHOBbLIBAETCA X CAMOCTOATENbHbIN OHTONOrMYECKIIA CTaTyC.
Mo pe3ynbTaTam uccnefoBaHWs AeaeTcs BbiIBOA 06 MHCTPYMEHTANIbHOM 3HAUYEHUM 3CTETUYECKOrO XO-
nu3ma ana GopmMrpoBaHUA OHTONOMMYECKNX KOHCTPYKUMIA NpaBa. M3gaHne npegHa3HayeHo ana Hayu-
HbIX PabOTHMKOB, acNMPaHTOB M CTYAEHTOB IOPULNYECKMX BY30B 1 BCEX, KTO MHTEPECYETCA BONPOCaMm
dunocodpum npasa.
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